OBJETIVO  
Definir procedimentos para identificar, mitigar e responder a ataques de negação de serviço (DDoS) durante treinos e competições.  
  
ABRANGÊNCIA  
Equipe de TI, staff técnico e jogadores do **eSports Pro Gaming Team**.

MATERIAL.  
Firewall com mitigação DDoS, serviço de proteção contra DDoS fornecido pelo provedor de internet, Logs de rede.

TERMOS E DEFINIÇÕES  
TI - Tecnologia da Informação  
DDOS - Negação de Serviço Distribuída (Distributed Denial of Service)

* DESCRIÇÃO DE ATIVIDADES E RESPONSÁVEIS  
  Monitorar constantemente a rede para identificar picos anormais de tráfego.
* Em caso de ataque, **notificar imediatamente a equipe de TI** e suspender treinos se necessário.
* Redirecionar tráfego para servidores de mitigação.
* Registrar o incidente em relatório com hora, origem e impacto.
* Após o ataque, revisar logs e atualizar as regras de firewall.

**OBSERVAÇÕES**

Jogadores devem manter a calma e seguir instruções da equipe técnica.

**DOCUMENTOS COMPLEMENTARES**

Plano de Continuidade de Negócios – ISO 27005.

**REFERÊNCIAS**

Normas da ISO